Group Policy Management
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Setting Path:

Explanation

Print

Close

No explanation is available for this setting.

Supported On:

Not available

|  |  |
| --- | --- |
| **Dot1x Cred Roaming Computer** | |
| Data collected on: 24/05/2022 |  |

This list only includes links in the domain of the GPO.

**Security Filtering**

**The settings in this GPO can only apply to the following groups, users, and computers:**

|  |
| --- |
| **Name** |
| SOUTHERNTRUST\G\_DOT1X\_Users |
| SOUTHERNTRUST\G\_DOT1X\_Workstations |

**Delegation**

**These groups and users have the specified permission for this GPO**

|  |  |  |
| --- | --- | --- |
| **Name** | **Allowed Permissions** | **Inherited** |
| SOUTHERNTRUST\G\_DOT1X\_Users | Read (from Security Filtering) | No |
| SOUTHERNTRUST\G\_DOT1X\_Workstations | Read (from Security Filtering) | No |

**Computer Configuration (Enabled)**

**Policies**

**Windows Settings**

**Security Settings**

**System Services**

**Wired AutoConfig (Startup Mode: Automatic)**

**Permissions**  
No permissions specified

**Auditing**  
No auditing specified

**Wired Network (802.3) Policies**

**Dot1X**

|  |  |
| --- | --- |
| Name | Dot1X |
| Description | Enable Dot1x |

**Global Settings**

|  |  |
| --- | --- |
| **Setting** | **Value** |
| Use Windows wired LAN network services for clients | Enabled |
| Shared user credentials for network authentication | Enabled |

**Network Profile**

**Security Settings**

|  |  |
| --- | --- |
| Enable use of IEEE 802.1X authentication for network access | Enabled |
| Enforce use of IEEE 802.1X authentication for network access | Disabled |

**IEEE 802.1X Settings**

|  |  |
| --- | --- |
| Cache user information for subsequent connections to this network | Enabled |
| Computer Authentication | User re-authentication |
| Maximum Authentication Failures | 1 |
| Maximum EAPOL-Start Messages Sent |  |
| Held Period (seconds) |  |
| Start Period (seconds) |  |
| Authentication Period (seconds) |  |
| Single Sign On type | preLogon |
| Maximum acceptable delay for network connectivity | 10 |
| This network uses different VLAN for authentication with computer and user credentials | Disabled |
| Allow additional dialogs during single sign on | Enabled |

**Network Authentication Method Properties**

|  |  |
| --- | --- |
| Validate server certificate | Enabled |
| Connect to these servers |  |
| Do not prompt user to authorize new servers or trusted certification authorities | Enabled |

**Public Key Policies/Certificate Services Client - Auto-Enrollment Settings**

|  |  |
| --- | --- |
| **Policy** | **Setting** |
| Automatic certificate management | Enabled |
| |  |  | | --- | --- | | Option | Setting | | Enroll new certificates, renew expired certificates, process pending certificate requests and remove revoked certificates | Enabled | | Update and manage certificates that use certificate templates from Active Directory | Enabled | | |

**Administrative Templates**

Policy definitions (ADMX files) retrieved from the central store.

**System/Group Policy**

|  |  |  |
| --- | --- | --- |
| **Policy** | **Setting** | **Comment** |
| Configure user Group Policy loopback processing mode | Enabled |  |
| |  |  | | --- | --- | | Mode: | Merge | | | |

**User Configuration (Enabled)**

**Policies**

**Windows Settings**

**Scripts**

**Logon**

**For this GPO, Script order:** Not configured

|  |  |
| --- | --- |
| **Name** | **Parameters** |
| wiredConfigFirstLogon.bat |  |